
Privacy Policy 
 

 This privacy policy ("Policy") describes how the personally identifiable information ("Personal 

Information") you may provide on the UShealthcarenures.com website ("Website"), 

"UShealthcarenures" mobile application ("Mobile Application") and any of their related products and 

services (collectively, "Services") is collected, protected and used. It also describes the choices available 

to you regarding our use of your Personal Information and how you can access and update this 

information. This Policy is a legally binding agreement between you ("User", "you" or "your") and 

UShealthcarenurses LLC ("UShealthcarenurses LLC", "we", "us" or "our"). By accessing and using the 

Services, you acknowledge that you have read, understood, and agree to be bound by the terms of this 

Policy. This Policy does not apply to the practices of companies that we do not own or control, or to 

individuals that we do not employ or manage. 

 

Automatic collection of information 

When you open the Website or use the Mobile Application, our servers automatically record 

information that your browser or device sends. This data may include information such as your device's 

IP address and location, browser and device name and version, operating system type and version, 

language preferences, the webpage you were visiting before you came to the Services, pages of the 

Services that you visit, the time spent on those pages, information you search for on the Services, access 

times and dates, and other statistics. 

 

Information collected automatically is used only to identify potential cases of abuse and establish 

statistical information regarding the usage and traffic of the Services. This statistical information is not 

otherwise aggregated in such a way that would identify any particular user of the system. 

 

Collection of personal information 

You can access and use the Services without telling us who you are or revealing any information by 

which someone could identify you as a specific, identifiable individual. If, however, you wish to use 

some of the features on the Services, you may be asked to provide certain Personal Information (for 

example, your name and e-mail address). We receive and store any information you knowingly provide 

to us when you create an account, make a purchase, or fill any online forms on the Services. When 

required, this information may include the following: 

 

- Personal details such as name, country of residence, etc. 

- Contact information such as email address, address, etc. 

- Account details such as user name, unique user ID, password, etc. 



- Proof of identity such as photocopy of a government ID. 

- Payment information such as credit card details, bank details, etc. 

- Geolocation data such as latitude and longitude. 

- Certain features on the mobile device such as contacts, calendar, gallery, etc. 

- Information about other individuals such as your family members, friends, etc. 

- Any other materials you willingly submit to us such as articles, images, feedback, etc. 

 

 Some of the information we collect is directly from you via the Services. However, we may also collect 

Personal Information about you from other sources such as public databases and our joint marketing 

partners. You can choose not to provide us with your Personal Information, but then you may not be 

able to take advantage of some of the features on the Services. Users who are uncertain about what 

information is mandatory are welcome to contact us. 

 

Use and processing of collected Information 

In order to make the Services available to you, or to meet a legal obligation, we may need to collect and 

use certain Personal Information. If you do not provide the information that we request, we may not be 

able to provide you with the requested products or services. Any of the information we collect from you 

may be used for the following purposes: 

 

- Create and manage user accounts 

- Fulfill and manage orders 

- Deliver products or services 

- Improve products and services 

- Send administrative information 

- Send marketing and promotional communications 

- Respond to inquiries and offer support 

- Request user feedback 

- Improve user experience 

- Post customer testimonials 

- Deliver targeted advertising 

- Administer prize draws and competitions 



- Enforce terms and conditions and policies 

- Protect from abuse and malicious users 

- Respond to legal requests and prevent harm 

- Run and operate the Services 

 

Processing your Personal Information depends on how you interact with the Services, where you are 

located in the world and if one of the following applies: (i) you have given your consent for one or more 

specific purposes; this, however, does not apply, whenever the processing of Personal Information is 

subject to European data protection law; (ii) provision of information is necessary for the performance 

of an agreement with you and/or for any pre-contractual obligations thereof; (iii) processing is necessary 

for compliance with a legal obligation to which you are subject; (iv) processing is related to a task that is 

carried out in the public interest or in the exercise of official authority vested in us; (v) processing is 

necessary for the purposes of the legitimate interests pursued by us or by a third party. 

 

 Note that under some legislations we may be allowed to process information until you object to such 

processing (by opting out), without having to rely on consent or any other of the following legal bases 

below. In any case, we will be happy to clarify the specific legal basis that applies to the processing, and 

in particular whether the provision of Personal Information is a statutory or contractual requirement, or 

a requirement necessary to enter into a contract. 

 

Billing and payments 

We use third party payment processors to assist us in processing your payment information securely. 

Such third party processors' use of your Personal Information is governed by their respective privacy 

policies which may or may not contain privacy protections as protective as this Policy. We suggest that 

you review their respective privacy policies. 

 

Managing information 

You are able to delete certain Personal Information we have about you. The Personal Information you 

can delete may change as the Services change. When you delete Personal Information, however, we 

may maintain a copy of the unrevised Personal Information in our records for the duration necessary to 

comply with our obligations to our affiliates and partners, and for the purposes described below. If you 

would like to delete your Personal Information or permanently delete your account, you can do so by 

contacting us. 

  



Disclosure of information 

Depending on the requested Services or as necessary to complete any transaction or provide any service 

you have requested, we may share your information with your consent with our trusted third parties 

that work with us, any other affiliates and subsidiaries we rely upon to assist in the operation of the 

Services available to you. We do not share Personal Information with unaffiliated third parties. These 

service providers are not authorized to use or disclose your information except as necessary to perform 

services on our behalf or comply with legal requirements. We may share your Personal Information for 

these purposes only with third parties whose privacy policies are consistent with ours or who agree to 

abide by our policies with respect to Personal Information. These third parties are given Personal 

Information they need only in order to perform their designated functions, and we do not authorize 

them to use or disclose Personal Information for their own marketing or other purposes. 

 

We will disclose any Personal Information we collect, use or receive if required or permitted by law, 

such as to comply with a subpoena, or similar legal process, and when we believe in good faith that 

disclosure is necessary to protect our rights, protect your safety or the safety of others, investigate 

fraud, or respond to a government request. 

 

In the event we go through a business transition, such as a merger or acquisition by another company, 

or sale of all or a portion of its assets, your user account, and Personal Information will likely be among 

the assets transferred. 

 

Retention of information 

We will retain and use your Personal Information for the period necessary to comply with our legal 

obligations, resolve disputes, and enforce our agreements unless a longer retention period is required or 

permitted by law. We may use any aggregated data derived from or incorporating your Personal 

Information after you update or delete it, but not in a manner that would identify you personally. Once 

the retention period expires, Personal Information shall be deleted. Therefore, the right to access, the 

right to erasure, the right to rectification and the right to data portability cannot be enforced after the 

expiration of the retention period. 

 

The rights of users 

You may exercise certain rights regarding your information processed by us. In particular, you have the 

right to do the following: (i) you have the right to withdraw consent where you have previously given 

your consent to the processing of your information; (ii) you have the right to object to the processing of 

your information if the processing is carried out on a legal basis other than consent; (iii) you have the 

right to learn if information is being processed by us, obtain disclosure regarding certain aspects of the 

processing and obtain a copy of the information undergoing processing; (iv) you have the right to verify 

the accuracy of your information and ask for it to be updated or corrected; (v) you have the right, under 



certain circumstances, to restrict the processing of your information, in which case, we will not process 

your information for any purpose other than storing it; (vi) you have the right, under certain 

circumstances, to obtain the erasure of your Personal Information from us; (vii) you have the right to 

receive your information in a structured, commonly used and machine readable format and, if 

technically feasible, to have it transmitted to another controller without any hindrance. This provision is 

applicable provided that your information is processed by automated means and that the processing is 

based on your consent, on a contract which you are part of or on pre-contractual obligations thereof. 

 

Privacy of children 

We do not knowingly collect any Personal Information from children under the age of 18. If you are 

under the age of 18, please do not submit any Personal Information through the Services. We encourage 

parents and legal guardians to monitor their children's Internet usage and to help enforce this Policy by 

instructing their children never to provide Personal Information through the Services without their 

permission. If you have reason to believe that a child under the age of 18 has provided Personal 

Information to us through the Services, please contact us. You must also be old enough to consent to 

the processing of your Personal Information in your country (in some countries we may allow your 

parent or guardian to do so on your behalf). 

 

Cookies 

The Services use "cookies" to help personalize your online experience. A cookie is a text file that is 

placed on your hard disk by a web page server. Cookies cannot be used to run programs or deliver 

viruses to your computer. Cookies are uniquely assigned to you, and can only be read by a web server in 

the domain that issued the cookie to you. 

 

We may use cookies to collect, store, and track information for statistical purposes to operate the 

Services. You have the ability to accept or decline cookies. Most web browsers automatically accept 

cookies, but you can usually modify your browser setting to decline cookies if you prefer. If you choose 

to decline cookies, you may not be able to fully experience the features of the Services. You may learn 

more about cookies and how they work in this guide. 

 

Do Not Track signals 

Some browsers incorporate a Do Not Track feature that signals to websites you visit that you do not 

want to have your online activity tracked. Tracking is not the same as using or collecting information in 

connection with a website. For these purposes, tracking refers to collecting personally identifiable 

information from consumers who use or visit a website or online service as they move across different 

websites over time. The Services do not track its visitors over time and across third party websites. 

However, some third party sites may keep track of your browsing activities when they serve you 

content, which enables them to tailor what they present to you. 



 

Advertisements 

We may display online advertisements and we may share aggregated and non-identifying information 

about our customers that we or our advertisers collect through your use of the Services. We do not 

share personally identifiable information about individual customers with advertisers. In some instances, 

we may use this aggregated and non-identifying information to deliver tailored advertisements to the 

intended audience. 

 

We may also permit certain third party companies to help us tailor advertising that we think may be of 

interest to users and to collect and use other data about user activities on the Services. These 

companies may deliver ads that might place cookies and otherwise track user behavior. 

 

Affiliates 

We may engage in affiliate marketing and have affiliate links present on the Services. If you click on an 

affiliate link, a cookie will be placed on your browser to track any sales for purposes of commissions. 

 

Email marketing 

We offer electronic newsletters to which you may voluntarily subscribe at any time. We are committed 

to keeping your e-mail address confidential and will not disclose your email address to any third parties 

except as allowed in the information use and processing section or for the purposes of utilizing a third 

party provider to send such emails. We will maintain the information sent via e-mail in accordance with 

applicable laws and regulations. 

 

In compliance with the CAN-SPAM Act, all e-mails sent from us will clearly state who the e-mail is from 

and provide clear information on how to contact the sender. You may choose to stop receiving our 

newsletter or marketing emails by following the unsubscribe instructions included in these emails or by 

contacting us. However, you will continue to receive essential transactional emails. 

 

Links to other resources 

The Services contain links to other resources that are not owned or controlled by us. Please be aware 

that we are not responsible for the privacy practices of such other resources or third parties. We 

encourage you to be aware when you leave the Services and to read the privacy statements of each and 

every resource that may collect Personal Information. 

 

  



Information security 

We secure information you provide on computer servers in a controlled, secure environment, protected 

from unauthorized access, use, or disclosure. We maintain reasonable administrative, technical, and 

physical safeguards in an effort to protect against unauthorized access, use, modification, and disclosure 

of Personal Information in its control and custody. However, no data transmission over the Internet or 

wireless network can be guaranteed. Therefore, while we strive to protect your Personal Information, 

you acknowledge that (i) there are security and privacy limitations of the Internet which are beyond our 

control; (ii) the security, integrity, and privacy of any and all information and data exchanged between 

you and the Services cannot be guaranteed; and (iii) any such information and data may be viewed or 

tampered with in transit by a third party, despite best efforts. 

 

Data breach 

In the event we become aware that the security of the Services has been compromised or users 

Personal Information has been disclosed to unrelated third parties as a result of external activity, 

including, but not limited to, security attacks or fraud, we reserve the right to take reasonably 

appropriate measures, including, but not limited to, investigation and reporting, as well as notification 

to and cooperation with law enforcement authorities. In the event of a data breach, we will make 

reasonable efforts to notify affected individuals if we believe that there is a reasonable risk of harm to 

the user as a result of the breach or if notice is otherwise required by law. When we do, we will post a 

notice on the Services, send you a text or an email. 

 

Changes and amendments 

We reserve the right to modify this Policy or its terms relating to the Services from time to time in our 

discretion and will notify you of any material changes to the way in which we treat Personal 

Information. When we do, we will revise the updated date at the bottom of this page. We may also 

provide notice to you in other ways in our discretion, such as through contact information you have 

provided. Any updated version of this Policy will be effective immediately upon the posting of the 

revised Policy unless otherwise specified. Your continued use of the Services after the effective date of 

the revised Policy (or such other act specified at that time) will constitute your consent to those 

changes. However, we will not, without your consent, use your Personal Information in a manner 

materially different than what was stated at the time your Personal Information was collected. 

 

Acceptance of this policy 

You acknowledge that you have read this Policy and agree to all its terms and conditions. By accessing 

and using the Services you agree to be bound by this Policy. If you do not agree to abide by the terms of 

this Policy, you are not authorized to access or use the Services. 

 

  



Contacting us 

If you would like to contact us to understand more about this Policy or wish to contact us concerning 

any matter relating to individual rights and your Personal Information, you may send an email to 

admin@ushealthcarenurses.com. 

 

This document was last updated on May 11, 2021 

 

  



DMCA policy 
This Digital Millennium Copyright Act policy ("Policy") applies to the UShealthcarenures.com website 

("Website"), "UShealthcarenurses" mobile application ("Mobile Application") and any of their related 

products and services (collectively, "Services") and outlines how UShealthcarenurses LLC 

("UShealthcarenurses LLC", "we", "us" or "our") addresses copyright infringement notifications and how 

you ("you" or "your") may submit a copyright infringement complaint. 

 

Protection of intellectual property is of utmost importance to us and we ask our users and their 

authorized agents to do the same. It is our policy to expeditiously respond to clear notifications of 

alleged copyright infringement that comply with the United States Digital Millennium Copyright Act 

("DMCA") of 1998, the text of which can be found at the U.S. Copyright Office website. 

 

What to consider before submitting a copyright complaint 

Before submitting a copyright complaint to us, consider whether the use could be considered fair use. 

Fair use states that brief excerpts of copyrighted material may, under certain circumstances, be quoted 

verbatim for purposes such as criticism, news reporting, teaching, and research, without the need for 

permission from or payment to the copyright holder. If you have considered fair use, and you still wish 

to continue with a copyright complaint, you may want to first reach out to the user in question to see if 

you can resolve the matter directly with the user. 

 

Please note that under 17 U.S.C. § 512(f), you may be liable for any damages, including costs and 

attorneys’ fees incurred by us or our users, if you knowingly misrepresent that the material or activity is 

infringing. If you are unsure whether the material you are reporting is in fact infringing, you may wish to 

contact an attorney before filing a notification with us. 

 

We may, at our discretion or as required by law, share a copy of your notification or counter-notification 

with the account holder engaged in the allegedly infringing activity or for publication. If you are 

concerned about your information being forwarded, you may wish to use an agent to report infringing 

material for you. 

 

Notifications of infringement 

If you are a copyright owner or an agent thereof, and you believe that any material available on our 

Services infringes your copyrights, then you may submit a written copyright infringement notification 

("Notification") using the contact details below pursuant to the DMCA by providing us with the following 

information: 

 



- Identification of the copyrighted work that you claim has been infringed, or, if multiple copyrighted 

works are covered by this Notification, you may provide a representative list of the copyrighted works 

that you claim have been infringed. 

- Identification of the infringing material and information you claim is infringing (or the subject of 

infringing activity), including at a minimum, if applicable, the URL or URLs of the web pages where the 

allegedly infringing material may be found. 

- Information reasonably sufficient to permit us to contact you, such as an address, telephone number, 

and, if available, an e-mail address. 

- A statement that you have a good faith belief that use of the material in the manner complained of is 

not authorized by the copyright owner, the copyright owner's agent, or the law. 

- A statement that the information in the notification is accurate, and under penalty of perjury that you 

are authorized to act on behalf of the owner of an exclusive right that is allegedly infringed. 

- A physical or electronic signature (typing your full name will suffice) of the copyright owner or a person 

authorized to act on their behalf. 

 

All such Notifications must comply with the DMCA requirements. You may refer to a DMCA takedown 

notice generator or other similar services to avoid making mistake and ensure compliance of your 

Notification. 

 

Filing a DMCA complaint is the start of a pre-defined legal process. Your complaint will be reviewed for 

accuracy, validity, and completeness. If your complaint has satisfied these requirements, our response 

may include the removal or restriction of access to allegedly infringing material as well as a permanent 

termination of repeat infringers’ accounts. 

 

If we remove or restrict access to materials or terminate an account in response to a Notification of 

alleged infringement, we will make a good faith effort to contact the affected user with information 

concerning the removal or restriction of access, which may include a full copy of your Notification 

(including your name, address, phone, and email address), along with instructions for filing a counter-

notification. 

 

Notwithstanding anything to the contrary contained in any portion of this Policy, UShealthcarenurses 

LLC reserves the right to take no action upon receipt of a DMCA copyright infringement notification if it 

fails to comply with all the requirements of the DMCA for such notifications. 

 

  



Counter-notifications 

A user who receives a copyright infringement Notification may make a counter-Notification pursuant to 

sections 512(g)(2) and (3) of the US Copyright Act. If you receive a copyright infringement Notification, it 

means that the material described in the Notification has been removed from our Services or access to 

the material has been restricted. Please take the time to read through the Notification, which includes 

information on the Notification we received as well as instructions on how to file a counter-notifications. 

 

To file a counter-notification with us, you must provide a written communication that sets out the 

information specified in the list below: 

 

- Identification of the material that has been removed or to which access has been restricted and the 

location at which the material appeared before it was removed or access to it was restricted. 

- Information reasonably sufficient to permit us to contact you, such as an address, telephone number, 

and, if available, an e-mail address. 

- A statement under penalty of perjury that you have a good faith belief that the material was removed 

or restricted as a result of mistake or misidentification of the material to be removed or restricted. 

- A statement that you consent to the jurisdiction of the federal district court for the judicial district in 

which the address is located (or if you are outside of the United States, that you consent to the 

jurisdiction of any judicial district in which the service provider may be found), and that you will accept 

service of process from the person or company who provided the original infringement notification. 

- A physical or electronic signature (typing your full name will suffice) of the copyright owner or a person 

authorized to act on their behalf. 

 

Please note that you may be liable for, including costs and attorneys’ fees incurred by us or our users, if 

you knowingly misrepresent that the material or activity is not infringing the copyrights of others or that 

the material or activity was removed or restricted by mistake or misidentification. Accordingly, if you are 

not sure whether certain material infringes the copyrights of others or that the material or activity was 

removed or restricted by mistake or misidentification, you may wish to contact an attorney before filing 

a counter-notification. 

 

Notwithstanding anything to the contrary contained in any portion of this Policy, UShealthcarenurses 

LLC reserves the right to take no action upon receipt of a counter-notification. If we receive a counter-

notification that complies with the terms of 17 U.S.C. § 512(g), we may forward it to the person who 

filed the original Notification. 

 



The process described in this Policy does not limit our ability to pursue any other remedies we may have 

to address suspected infringement. 

 

Changes and amendments 

We reserve the right to modify this Policy or its terms relating to the Services at any time, effective upon 

posting of an updated version of this Policy on the Services. When we do, we will revise the updated 

date at the bottom of this page. 

 

Reporting copyright infringement 

If you would like to notify us of the infringing material or activity, you may send an email to 

admin@ushealthcarenurses.com. 

 

This document was last updated on April 20, 2021 

 

 

 

 

 

 

 

 

 

 

 

  



Cookie policy 
 

This cookie policy ("Policy") describes what cookies are and how and they're being used by the 

UShealthcarenures.com website ("Website" or "Service") and any of its related products and services 

(collectively, "Services"). This Policy is a legally binding agreement between you ("User", "you" or 

"your") and UShealthcarenurses LLC ("UShealthcarenurses LLC", "we", "us" or "our"). You should read 

this Policy so you can understand the types of cookies we use, the information we collect using cookies 

and how that information is used. It also describes the choices available to you regarding accepting or 

declining the use of cookies. For further information on how we use, store and keep your personal data 

secure, see our privacy policy. 

 

What are cookies? 

Cookies are small pieces of data stored in text files that are saved on your computer or other devices 

when websites are loaded in a browser. They are widely used to remember you and your preferences, 

either for a single visit (through a "session cookie") or for multiple repeat visits (using a "persistent 

cookie"). 

 

Session cookies are temporary cookies that are used during the course of your visit to the Website, and 

they expire when you close the web browser. 

 

Persistent cookies are used to remember your preferences within our Website and remain on your 

desktop or mobile device even after you close your browser or restart your computer. They ensure a 

consistent and efficient experience for you while visiting the Website and Services. 

 

Cookies may be set by the Website ("first-party cookies"), or by third parties, such as those who serve 

content or provide advertising or analytics services on the Website ("third party cookies"). These third 

parties can recognize you when you visit our website and also when you visit certain other websites. You 

may learn more about cookies and how they work in this guide. 

 

What type of cookies do we use? 

- Necessary cookies 

 

Necessary cookies allow us to offer you the best possible experience when accessing and navigating 

through our Website and using its features. For example, these cookies let us recognize that you have 

created an account and have logged into that account to access the content. 



 

- Functionality cookies 

 

Functionality cookies let us operate the Website and Services in accordance with the choices you make. 

For example, we will recognize your username and remember how you customized the Website and 

Services during future visits. 

 

- Analytical cookies 

 

These cookies enable us and third party services to collect aggregated data for statistical purposes on 

how our visitors use the Website. These cookies do not contain personal information such as names and 

email addresses and are used to help us improve your user experience of the Website. 

 

- Advertising cookies 

 

Advertising cookies allow us and third parties serve relevant ads to you more effectively and help us 

collect aggregated audit data, research, and performance reporting for advertisers. They also enable us 

to understand and improve the delivery of ads to you and know when certain ads have been shown to 

you. 

 

Your web browser may request advertisements directly from ad network servers, these networks can 

view, edit, or set their own cookies, just as if you had requested a web page from their website. 

 

Although we do not use cookies to create a profile of your browsing behavior on third party websites, 

we do use aggregate data from third parties to show you relevant, interest-based advertising. 

 

- Social media cookies 

 

Third party cookies from social media sites (such as Facebook, Twitter, etc) let us track social network 

users when they visit or use the Website and Services, or share content, by using a tagging mechanism 

provided by those social networks. 

 



These cookies are also used for event tracking and remarketing purposes. Any data collected with these 

tags will be used in accordance with our and social networks’ privacy policies. We will not collect or 

share any personally identifiable information from the user. 

 

Do we use web beacons or tracking pixels? 

Our emails may contain a "web beacon" (or "tracking pixel") to tell us whether our emails are opened 

and verify any clicks through to links or advertisements within the email. 

 

We may use this information for purposes including determining which of our emails are more 

interesting to users and to query whether users who do not open our emails wish to continue receiving 

them. 

 

The pixel will be deleted when you delete the email. If you do not wish the pixel to be downloaded to 

your device, you should read the email in plain text view or with images disabled. 

 

What are your cookie options? 

If you don't like the idea of cookies or certain types of cookies, you can change your browser's settings 

to delete cookies that have already been set and to not accept new cookies. Visit internetcookies.com to 

learn more about how to do this. 

 

Please note, however, that if you delete cookies or do not accept them, you might not be able to use all 

of the features the Website and Services offer. 

 

Changes and amendments 

We reserve the right to modify this Policy or its terms relating to the Website and Services at any time, 

effective upon posting of an updated version of this Policy on the Website. When we do, we will revise 

the updated date at the bottom of this page. Continued use of the Website and Services after any such 

changes shall constitute your consent to such changes. 

 

Acceptance of this policy 

You acknowledge that you have read this Policy and agree to all its terms and conditions. By accessing 

and using the Website and Services you agree to be bound by this Policy. If you do not agree to abide by 

the terms of this Policy, you are not authorized to access or use the Website and Services. 

 



Contacting us 

If you would like to contact us to understand more about this Policy or wish to contact us concerning 

any matter relating to our use of cookies, you may send an email to admin@ushealthcarenurses.com. 

 

This document was last updated on April 20, 2021 

 

 

  



Acceptable use policy 
 

This acceptable use policy ("Policy") sets forth the general guidelines and acceptable and prohibited uses 

of the UShealthcarenures.com website ("Website"), "UShealthcarenurses" mobile application ("Mobile 

Application") and any of their related products and services (collectively, "Services"). This Policy is a 

legally binding agreement between you ("User", "you" or "your") and UShealthcarenurses LLC 

("UShealthcarenurses LLC", "we", "us" or "our"). By accessing and using the Services, you acknowledge 

that you have read, understood, and agree to be bound by the terms of this Agreement. If you are 

entering into this Agreement on behalf of a business or other legal entity, you represent that you have 

the authority to bind such entity to this Agreement, in which case the terms "User", "you" or "your" 

shall refer to such entity. If you do not have such authority, or if you do not agree with the terms of this 

Agreement, you must not accept this Agreement and may not access and use the Services. You 

acknowledge that this Agreement is a contract between you and UShealthcarenurses LLC, even though it 

is electronic and is not physically signed by you, and it governs your use of the Services. 

 

Prohibited activities and uses 

You may not use the Services to engage in activity that is illegal under applicable law, that is harmful to 

others, or that would subject us to liability, including, without limitation, in connection with any of the 

following, each of which is prohibited under this Policy: 

 

- Disclosing sensitive personal information about others. 

- Collecting, or attempting to collect, personal information about third parties without their knowledge 

or consent. 

- Threatening harm to persons or property or otherwise harassing behavior. 

- Purchasing any of the offered Services on someone else’s behalf. 

- Misrepresenting or fraudulently representing products or services. 

- Infringing the intellectual property or other proprietary rights of others. 

- Facilitating, aiding, or encouraging any of the above activities through the Services. 

 

System abuse 

Any User in violation of the Services security is subject to criminal and civil liability, as well as immediate 

account termination. Examples include, but are not limited to the following: 

 

- Use or distribution of tools designed for compromising security of the Services. 



- Intentionally or negligently transmitting files containing a computer virus or corrupted data. 

- Accessing another network without permission, including to probe or scan for vulnerabilities or breach 

security or authentication measures. 

- Unauthorized scanning or monitoring of data on any network or system without proper authorization 

of the owner of the system or network. 

 

Service resources 

You may not consume excessive amounts of the resources of the Services or use the Services in any way 

which results in performance issues or which interrupts the Services for other Users. Prohibited 

activities that contribute to excessive use, include without limitation: 

 

- Deliberate attempts to overload the Services and broadcast attacks (i.e. denial of service attacks). 

- Engaging in any other activities that degrade the usability and performance of the Services. 

 

Security 

You take full responsibility for maintaining reasonable security precautions for your account. You are 

responsible for protecting and updating any login account provided to you for the Services. You must 

protect the confidentiality of your login details, and you should change your password periodically. 

 

Enforcement 

We reserve our right to be the sole arbiter in determining the seriousness of each infringement and to 

immediately take corrective actions, including but not limited to: 

 

- Suspending or terminating your Service with or without notice upon any violation of this Policy. Any 

violations may also result in the immediate suspension or termination of your account. 

- Disabling or removing any content which is prohibited by this Policy, including to prevent harm to 

others or to us or the Services, as determined by us in our sole discretion. 

- Reporting violations to law enforcement as determined by us in our sole discretion. 

- A failure to respond to an email from our abuse team within 2 days, or as otherwise specified in the 

communication to you, may result in the suspension or termination of your account. 

 

Suspended and terminated User accounts due to violations will not be re-activated. 



 

Nothing contained in this Policy shall be construed to limit our actions or remedies in any way with 

respect to any of the prohibited activities. We reserve the right to take any and all additional actions we 

may deem appropriate with respect to such activities, including without limitation taking action to 

recover the costs and expenses of identifying offenders and removing them from the Services, and 

levying cancellation charges to cover our costs. In addition, we reserve at all times all rights and 

remedies available to us with respect to such activities at law or in equity. 

 

Reporting violations 

If you have discovered and would like to report a violation of this Policy, please contact us immediately. 

We will investigate the situation and provide you with full assistance. 

 

Changes and amendments 

We reserve the right to modify this Policy or its terms relating to the Services at any time, effective upon 

posting of an updated version of this Policy on the Services. When we do, we will revise the updated 

date at the bottom of this page. Continued use of the Services after any such changes shall constitute 

your consent to such changes. 

 

Acceptance of this policy 

You acknowledge that you have read this Policy and agree to all its terms and conditions. By accessing 

and using the Services you agree to be bound by this Policy. If you do not agree to abide by the terms of 

this Policy, you are not authorized to access or use the Services. 

 

Contacting us 

If you would like to contact us to understand more about this Policy or wish to contact us concerning 

any matter relating to it, you may send an email to admin@ushealthcarenurses.com. 

 

This document was last updated on April 20, 2021 

  



Disclaimer 
 

This disclaimer ("Disclaimer") sets forth the general guidelines, disclosures, and terms of your use of the 

UShealthcarenurses.com website ("Website"), "UShealthcarenurses" mobile application ("Mobile 

Application") and any of their related products and services (collectively, "Services"). This Disclaimer is a 

legally binding agreement between you ("User", "you" or "your") and UShealthcarenurses LLC 

("UShealthcarenurses LLC", "we", "us" or "our"). By accessing and using the Services, you acknowledge 

that you have read, understood, and agree to be bound by the terms of this Disclaimer. If you are 

entering into this Disclaimer on behalf of a business or other legal entity, you represent that you have 

the authority to bind such entity to this Disclaimer, in which case the terms "User", "you" or "your" shall 

refer to such entity. If you do not have such authority, or if you do not agree with the terms of this 

Disclaimer, you must not accept this Disclaimer and may not access and use the Services. You 

acknowledge that this Disclaimer is a contract between you and UShealthcarenurses LLC, even though it 

is electronic and is not physically signed by you, and it governs your use of the Services. 

 

Representation 

Any views or opinions represented on the Services belong solely to the content creators and do not 

represent those of people, institutions or organizations that UShealthcarenurses LLC or creators may or 

may not be associated with in professional or personal capacity, unless explicitly stated. Any views or 

opinions are not intended to malign any religion, ethnic group, club, organization, company, or 

individual. 

 

Content and postings 

You may not modify, print or copy any part of the Services. Inclusion of any part of the Services in 

another work, whether in printed or electronic or another form or inclusion of any part of the Services 

on another resource by embedding, framing or otherwise without the express permission of 

UShealthcarenurses LLC is prohibited. Compensation and sponsorship 

 

The Services may contain forms of advertising. Advertising space will always be identified as such. Some 

of the links on the Services may be "affiliate links". This means if you click on the link and purchase an 

item, UShealthcarenurses LLC will receive an affiliate commission. Furthermore, UShealthcarenurses LLC 

is a participant in the Amazon Associates program, an affiliate advertising program designed to provide a 

means to earn advertising fees by advertising and linking to Amazon properties.Medical disclaimer 

 

The information available on the Services is for general health information only and is not intended to 

be a substitute for professional medical advice, diagnosis or treatment. You should not rely exclusively 

on information provided on the Services for your health needs. All specific medical questions should be 



presented to your own health care provider and you should seek medical advice regarding and before 

making any changes related to your health. 

 

If you choose to use the information available on the Services without prior consultation with and 

consent of your physician, you are agreeing to accept full responsibility for your decisions and agreeing 

to hold harmless UShealthcarenurses LLC, its agents, employees, contractors, and any affiliated 

companies from any liability with respect to injury or illness to you or your property arising out of or 

connected with your use of this information.Reviews and testimonials 

 

Testimonials are received in various forms through a variety of submission methods. They are individual 

experiences, reflecting experiences of those who have used the Services in some way or another. 

However, they are individual results and results do vary. We do not claim that they are typical results 

that consumers will generally achieve. The testimonials are not necessarily representative of all of those 

who will use Services, and UShealthcarenurses LLC is not responsible for the opinions or comments 

available on the Services, and does not necessarily share them. People providing testimonials on the 

Services may have been compensated with free products or discounts for use of their experiences. All 

opinions expressed are strictly the views of the reviewers. 

 

Some testimonials may have been edited for clarity, or shortened in cases where the original testimonial 

included extraneous information of no relevance to the general public. Testimonials may be reviewed 

for authenticity before they are available for public viewing.Indemnification and warranties 

 

While we have made every attempt to ensure that the information contained on the Services is correct, 

UShealthcarenurses LLC is not responsible for any errors or omissions, or for the results obtained from 

the use of this information. All information on the Services is provided "as is", with no guarantee of 

completeness, accuracy, timeliness or of the results obtained from the use of this information, and 

without warranty of any kind, express or implied. In no event will UShealthcarenurses LLC, or its 

partners, employees or agents, be liable to you or anyone else for any decision made or action taken in 

reliance on the information on the Services, or for any consequential, special or similar damages, even if 

advised of the possibility of such damages. Information contained on the Services are subject to change 

at any time and without warning. 

 

Changes and amendments 

We reserve the right to modify this Disclaimer or its terms relating to the Services at any time, effective 

upon posting of an updated version of this Disclaimer on the Services. When we do, we will revise the 

updated date at the bottom of this page. Continued use of the Services after any such changes shall 

constitute your consent to such changes. 

 



Acceptance of this disclaimer 

You acknowledge that you have read this Disclaimer and agree to all its terms and conditions. By 

accessing and using the Services you agree to be bound by this Disclaimer. If you do not agree to abide 

by the terms of this Disclaimer, you are not authorized to access or use the Services. 

 

Contacting us 

If you would like to contact us to understand more about this Disclaimer or wish to contact us 

concerning any matter relating to it, you may send an email to admin@ushealthcarenurses.com. 

 

This document was last updated on April 19, 2021 


